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1.0
GENERAL INFORMATION

NOTE TO AUTHOR:  Highlighted, italicized text throughout this template is provided solely as background information to assist you in creating this document.  Please delete all such text, as well as the instructions in each section, prior to submitting this document.  ONLY YOUR PROJECT-SPECIFIC INFORMATION SHOULD APPEAR IN THE FINAL VERSION OF THIS DOCUMENT.
Configuration Management (CM) is the ongoing process of identifying and managing changes to deliverables and other work products.  The Configuration Management Plan (CM Plan) is developed to define, document, control, implement, account for, and audit changes to the various components of this project.  The CM Plan provides information on the requirements and procedures necessary for CM activities.  It identifies CM requirements and establishes the methodology for configuration identification and control of releases and changes to configuration items.  It also describes the process for maintaining status accounting and verifying the completeness and correctness of configuration items throughout the system lifecycle.
It is important that the CM Plan be developed in the early project planning stages.
1.0 GENERAL INFORMATION

1.1
Purpose

Describe the purpose of the Configuration Management Plan.

1.2
Scope

Describe the scope of the Configuration Management Plan as it relates to the project.

1.3
System Overview

Provide a brief system overview description as a point of reference for the remainder of the document.  In addition, include the following:

· Responsible organization

· System name or title

· System code

· System category

· Major application: performs clearly defined functions for which there is a readily identifiable security consideration and need

· General support system: provides general ADP or network support for a variety of users and applications

· Operational status

· Operational

· Under development

· Undergoing a major modification

· System environment or special conditions

1.4
Project References

Provide a list of the references that were used in preparation of this document.  Examples of references are:
· Previously developed documents relating to the project
· Documentation concerning related projects
· HUD standard procedures documents
1.5
Acronyms and Abbreviations

Provide a list of the acronyms and abbreviations used in this document and the meaning of each.

1.6
Points of Contact

1.6.1
Information

Provide a list of the points of organizational contact (POC) who may be needed by the document user for informational and troubleshooting purposes.  Include type of contact, contact name, department, telephone number, and e-mail address (if applicable).  Points of contact may include, but are not limited to, helpdesk POC, development/maintenance POC, and operations POC.

1.6.2
Coordination

Provide a list of organizations that require coordination between the project and its specific support function (e.g., installation coordination, security, etc.).  Include a schedule for coordination activities.

2.0
CONFIGURATION CONTROL

2.0 CONFIGURATION CONTROL

Configuration control is the systematic evaluation, coordination, approval or disapproval, and implementation of all proposed changes in the configuration of a configuration item after formal establishment of its baseline.  Procedures must be established to ensure that changes are accomplished in an organized manner with traceability and accountability so that project CM requirements are properly implemented.  Requested changes to software, hardware, data, networks, or documentation are formally reviewed and approved in order to allow evaluation of the effect of the change on security, performance, interfaces, acceptability, completeness, and documentation.
This section discusses the systematic proposal, justification, evaluation, coordination, approval or disapproval of proposed changes, and the implementation of all approved changes to a system.
2.1
Change Control Board (CCB)

The Change Control Board (CCB) is a project-level, decision-making body that must approve or disapprove all change control requests before they can be implemented.  The CCB acts on those changes that would cause material or substantive changes to the system, including design specifications, budget (including lifecycle cost projections), the project schedule, and interface characteristics with other systems.
Describe the project CCB, its roles and responsibilities, and the membership.  The interaction between the CCB, the project management, and HUD management should also be presented in this section.  If the CCB is divided into separate organizations, such as a main CCB, a software management board, or a technical review board, indicate such in this section.  Identify the roles and responsibilities, participants, and interaction between each group, project management, and HUD management.

In addition, describe the CM organization as well as the relationship to other project entities and HUD management. Present the roles and responsibilities of each organization, and management area(s) within each organization, that will affect the CM function.

2.2
Configuration Items

Configuration items (CI) are the products that are to be placed under configuration control.
Present the types of CIs that will be managed.  A separate subheading may be used for each item if necessary.

These products include the following items:
· Management documentation describing the processes used to develop (or manage the development of) the system, such as the Needs Statement and the Project Plan (developed according to HUD standards and procedures)
· Technical documentation or baselines describing the system (e.g., Functional Requirements Document)
· Software components (computer programs, operating systems and support tools)
· Data and database components (files and records that exist apart from software, which access the contents of a database)
· Network components (if applicable)
· Hardware components (computer workstations, peripherals, servers and routers if applicable)
· Other components that management may wish to include at its discretion
2.3
Baseline Identification

A baseline is a collection of information describing the technical characteristics of each CI.  Baselines serve as technical control points in the lifecycle for the evaluation of proposed changes to these technical characteristics.  The baseline and the approved changes or modifications provide a current description of the system.
Describe each system baseline, identified below, and the process by which it will be established and managed.  This should include, but is not limited to, the physical contents of the baseline, including the code being developed.  The physical contents may include hard copies of documentation and commercial off-the-shelf (COTS) software.  A graphic may also be created to depict where in the lifecycle process each baseline is generated and who becomes the responsible party of the identified baseline.

2.3.1
Functional Baseline

The functional baseline, sometimes called the requirements baseline, is the main product of the Define System Phase and is managed in accordance with the Functional Requirements Document and Data Requirements Document.  Include a subsection for software and documentation, including design documentation, if applicable.
Describe where in the lifecycle the functional baseline will be established and the process by which it will be managed for this project. 

2.3.2
Design Baseline

The design baseline reflects activities performed during the Design System Phase.  Its major component is a system/subsystem specification that defines the overall system design in terms of its subsystems, the allocation of requirements to subsystems and interfaces between subsystems and external systems.  The user acceptance evaluation criteria component of this baseline is defined in the Verification, Validation and Test (VV&T) Plan.  The user acceptance evaluation criteria are not a separate document but are a major element of the design baseline.  Include a subsection for software and documentation, including design documentation, if applicable.
Describe where in the lifecycle the design baseline will be established and the process by which it will be managed for this project.

2.3.3
Development Baseline

The development baseline, generated during the Build System Phase, defines the detailed structure of the system being implemented.  The development baseline’s major components are the generation of the computer programs (code) and the database.  Other components are the training documentation, user’s, operations, and maintenance documentation.  Include a subsection for software, documentation, etc., if applicable.
Describe where in the lifecycle the development baseline will be established and the process by which it will be managed for this project.  

2.3.4
Product Baseline

The product baseline is established during the Evaluate System Phase.  The product baseline’s major component is the end system product as built by the developers.  This includes the following:
· Software
· Design and specification documentation
· Manuals (user, operations, maintenance, etc.)
· Installation and conversion procedures
The product baseline is established after successful completion of the functional configuration audit (FCA), physical configuration audit (PCA) and associated system products and audit results presented at the Evaluate System review.  This baseline incorporates all changes needed to resolve problems detected during system acceptance and release testing and any discrepancies between the system, its requirements, and design documentation.
Describe where in the lifecycle the product baseline will be established and the process by which it will be managed for this project.  

2.4
Roles and Responsibilities

Identify personnel who comprise the CM group.  The CM group could vary from a single part-time individual, to several full-time individuals.  The size of the CM group is dependent on a variety of factors, such as number of systems, system size, and system complexity. 

3.0
CHANGE CONTROL PROCESS

3.0 Change Control Process

This section describes how requests for change or problem reports are initiated, processed, and completed.  This section outlines configuration management's role in lifecycle reviews and audits, both being the formal mechanism for establishing and reviewing project baselines.
3.1
Change Classifications

Describe how change classifications will be determined and assigned in terms of the level of severity of their impact.  Selection factors may include:

· Criticality

· Interface requirements

· Change sensitivity

· Schedule

· Ownership

· Scope and complexity

3.2
Change Control Forms

Document the flow that generated change control forms will follow from initiation through approval or disapproval.  Additionally, describe the forms that may be included in the change control process such as:

· Needs Statement

· Requirements Change

Include sample forms in an appendix to this plan.  These forms may include, but not be limited to, problem reports, system change requests, impact analysis reports, and change authorization notices. 

3.3
Problem Resolution Tracking

Describe the process used to log project problem requests and initiate resolution.

3.4
Measurements

Define the measurements used to determine the status of CM activities, the effectiveness of CM processes, and the stability of controlled baseline deliverables. 

3.5
Configuration Status Accounting (CSA)

All CM activities are recorded, stored, and reported by the CSA function.  The CSA function is a discipline that provides managers with feedback to determine whether decisions of the CCB are being implemented as directed.  As approved changes are executed, the CSA function records and files data concerning the appropriately modified software, hardware, and documentation.  The CSA function is responsible for identifying and issuing the most current approved versions of the CM-controlled items to project participants.
Identify the format and contents of the status summary reports that will be produced by the CSA function, and include them in an appendix to this plan.  Describe how the audit trail will be kept that identifies all changes implemented on approved baseline deliverables.  Examples may include using hard copy, diskettes (hard or compact), or a COTS tool.  

Outline the processes and describe how captured information will be used to accomplish functions such as assuring that the software meets the design intent, contractual requirements are satisfied, and testing is performed in accordance with test plans.

3.6
Configuration Management Libraries

For each library (development, pilot, production, etc.), describe the organization of the CM library, including the multiple divisions of the library (the technical support library that stores the project development and production deliverables, the configuration library that contains records kept in support of the CCB, and the reference library consisting of technical documents that are either government-produced or COTS).  Each library type should be discussed in a separate subsection.

3.7
Release Management

Discuss the means by which the release of all project CIs will be managed.

3.8
Configuration Audits

Formal configuration audits are conducted at certain predetermined points as specified in the Project Plan.  The purpose of the audit is to certify that the design, development, and integration meet the system’s technical requirement; that they are accurately documented; and do not include unauthorized changes.  With complex administrative systems, informal audits should be performed to minimize the impact on project schedules and to identify deficiencies as soon as possible.  Deficiencies noted during the informal audit, as well as recommendations for any corrective actions, are made available for CCB review during the configuration audit.  Configuration audits validate compliance of development requirements by comparing the functioning system to its technical documentation.
Specify the type and number of audits to be conducted, which will be determined by the size and complexity of the project being undertaken.  Present how and when CM will identify and conduct each functional and physical configuration audit.

3.8.1
Functional Configuration Audit

A functional configuration audit is a formal examination of test records to verify that functional characteristics of the system comply with its requirements.
Describe the process by which functional configuration audits will be performed.

3.8.2
Physical Configuration Audit

A physical configuration audit is a formal examination of each coded version of a configuration.  It assesses the system’s technical documentation for completeness and accuracy in describing the tested system and compares the tested system configuration with the operational system delivered to ensure the appropriate components were tested and to verify that the system complies with all applicable standards. 

Describe the process by which physical configuration audits will be performed.

3.9
Tools

List the software tools currently being used to support CM activities.  Identify tools used for library control, configuration inventory and change history, and status reporting.

4.0
TRAINING

4.0 TRAINING

This section describes CM training for all project personnel.
4.1
Training Approach

Provide information regarding the content and scheduling of CM training to be conducted for all personnel supporting the project.  Train project personnel, including those assigned responsibility for performing CM activities, in the objectives, procedures, and methods for performing their CM-related duties.  Examples of training include the following:

· Role, responsibility, and authority of the CM personnel;

· CM standards, procedures, and methods;

· CM tools and their capabilities; and

· Data measurement, analysis, and reporting.







