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Background

This document represents the first version of HUD’s Future State Enterprise Technical Architecture. It is based on extensive collective development work by the Enterprise Architecture Team and is build on the conceptual foundation that includes business visioning, development of the Conceptual Architecture principles and models, and the Requirements for Technical Architecture. 

The Future State Technical Architecture provides the technical guidance to investment managers, systems designers, application developers, and project managers in creating and acquiring information technology products compliant with the long-term technical direction of the Department. It was developed taking full advantage of the EA Process Model adopted by HUD’s Enterprise Architecture Program (see HUD Enterprise Architecture Framework, Draft), with additional original engineering effort by the Enterprise Architecture Team, applying principles spelled out in HUD’s Conceptual Architecture (see Attachment A, Enterprise Architecture Principles) to the results of an extensive best practices analysis of current technologies, HUD’s current state architecture, using Requirements for Technical Architecture (RTAs) as the functional requirement framework.

Technical Approach and Taxonomy

In the traditional Enterprise Architecture framework that HUD had adopted, four layers of focus are defined: Business, Information, Applications and Technology. Recognizing the importance of public outreach in a Federal agency, HUD’s EA Practice defined the Stakeholder layer that provides additional focus on the business process participants. From the product focus standpoint, we logically distinguish between Business Architecture, interested in the business process, process participants, and process-centric information flows, and Technical Architecture that defines technical components of the enterprise that are deployed in response to business needs. (Fig. 1)
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The Future State Technical Architecture consists of two components: HUD Future State Technical Architecture Framework (this document), and Future State Technical Architecture Implementation Guidelines. The Future State Technical Architecture Framework includes a Technical Architecture Taxonomy and a Technical Reference Model. The TA Taxonomy is a result of original engineering effort by HUD’s EA Team. The Technical Reference Model is based on the TA Taxonomy and was influenced by the Technical Reference Models developed by META Group
 and the Gartner Group
.

Taxonomically we view the information processing services continuum as a four-level-deep hierarchy consisting (from top to bottom) of Functional Services, Key Technologies, Architectural Components and Products. For example, HTML Rendering is a key technology within the Functional Services area of Presentation Services. An HTML Browser is an architectural component within this Key Technology, and Microsoft Internet Explorer (current version 6.02) is a product representing this Architectural Component. 

A fully developed Future State Technical Architecture would thus contain a set of recommended choices at each level of the hierarchy, with appropriate Implementation Guidelines, mapped to HUD’s Requirements for Technical Architecture (see Attachment B), in turn derived from its Common Requirements Vision and implemented through the development of Segment Architectures.

In developing the Future State Technical Architecture, the EA Team relied heavily on HUD’s Conceptual Architecture Models (Fig. 1) and elements of technical architecture guidance from the Federal CIO Council. Technology selections and product choice decisions were driven by the following factors:

· Relevance to HUD’s business needs as defined in Requirements for Technical Architecture, and results of the Segment Architecture development.

· Support for EA Principles relevant to the technical architecture;

· Compliance and/or support of industry standards;

· Market share and market dominance;

· Past and current HUD investments in technology, products and support skills;

· Long-term technical viability of the technology, product and vendor;
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Figure 3: HUD Conceptual Architecture, Functional Model mapped to TA Services
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The TA Framework was developed in order to provide structure and hierarchical reference to the recommendations and designs of the Technical Architecture. This Framework is fully compliant with the Future State Conceptual Models, and seems useful to both understand and communicate technical concepts and choices set forth in the Future State Technical Architecture. 

The Information Technology continuum is being viewed as a set of services developed, acquired or provided to end users by a set of delivery mechanisms. Since HUD made a decision to outsource its technical infrastructure services and thus, most of the IT delivery mechanisms, to an Information Technology Services provider under the HITS contract, we decided not to develop the delivery mechanisms area at the same level of detail as core data processing and information delivery services. 

Recognizing the importance of specifying the functional and performance interface between information processing services and delivery mechanisms (infrastructure services), we will develop these interface specifications to a higher level of detail in future releases of the Technical Architecture.

Technical Architecture Principles

Previously developed EA Principles and Requirements for Technical Architecture are too generic to serve as direct inputs into the Future State Technical Architecture. Following is a set of Technical EA Principles that should be used as design principles in subsequent engineering analyses, technology and product identification and market trend mapping. 

1. HUD is committed to fully leverage functional and technological benefits of conducting its information processing within the technical base of the Internet.

2. HUD is fully committed to electronic business practices, minimizing its reliance on paper- and document-centric processes and benefiting from its data and information resources.

3. In order to reduce the complexity of its IT environment, HUD strives to limit the number of supported architectural elements to the minimum supported by current technology and market maturity.

4. HUD is determined to minimize its vulnerability to specific vendors, products and solutions, and will continuously work to assess its product choices against best practices and current technology trends.

5. HUD is committed to maintaining both technical and generational consistency of its IT environment, adopting the “current minus 1” model of product currency. In other words, HUD will maintain an environment where either the version currently shipping by the vendor or the one previous to that is installed and supported.

6. In making acquisition decisions, HUD will review all architectural components included in the system and required for its integration for product and design compliance with the Enterprise Architecture.

Functional Services Hierarchy

As described in the Conceptual Technical Architecture—Functional Model, HUD’s IT environment can be viewed in terms of information delivery services. At the top level, a set of technologies, components and products work together to provide the user with a set of tools for data entry and retrieval and overall interaction with the environment by way of Presentation Services. 

The major part of data processing is performed without direct user involvement by a set of Application Logic Services, where business rules and mathematical models that represent them are executed in a dedicated server environment with results fed back to the user, stored as data for future use, or shared across other application components. The need to store data for future access is facilitated by the Data Services layer, where tools and technical components required to identify, record, store, retrieve, dispose of and protect data are deployed.

An additional layer required for the smooth operation of the three functional services layers is defined as Middleware Services Layer and serves integration, performance enhancement, and monitoring and control functions.

Functional integrity of each Services Layer is ensured by a number of technologies. As the Information Technology progresses, these technologies evolve from highly proprietary and vendor-specific to standards-based and open. Following is a mapping of Functional Services to key technologies that facilitate their execution at the current stage of development. It does not represent a complete list of key technologies, but rather serves as a representative sample for this level of the taxonomy.

Key Technologies

Key Technologies mapped to Functional Services are identified in Figure 4. Implementation issues related to the utilization of Key Technologies will be referenced in the Future State Technical Architecture Guidelines. Where required, interfaces between Key Technologies within and between Functional Services will to be identified and Interface Specifications developed. Where appropriate, technical standards behind specific Key Technologies will be referenced. 

A vertically compatible set of Key Technologies and Architectural Components based on a particular (vendor-specific or open) product line can generally be described as a platform.
 

At any time, a recommended Technical Architecture represents logically assembled combinations of technologies and products at the various stages of technical maturity and market acceptance. As described in Technical Principle No. 4, competing platforms or application delivery frameworks can be supported and recommended simultaneously, representing different schools of thought in terms of technical vision, market penetration goals of vendors and manufacturers, deployment and support models, etc. In this context, an Application Delivery Framework represents a group of Key Technologies, Architectural Components and Products supporting a particular architectural design approach and, most commonly, subscribing to the technical vision of a particular vendor or industry group. HUD’s Enterprise Architecture Practice will continuously assess the benefits of supporting competing architectures against their redundancy overhead and will adjust its recommendations accordingly. 

Architectural Components

Architectural Components are defined as particular implementations of Key Technologies recommended for use by HUD within the guidelines of its Technical Architecture, traceable to a specific functional requirement. They can be vendor-specific or fully open; where market adoption supports it, HUD’s EA Practice recommends the use of Architectural Components based on open standards and published interface specifications over those built on fully proprietary designs. Architectural Components can be grouped into cross-technological assemblies, forming up architectural, design and applications delivery frameworks. The latter can be based on industry standards, vendor recommendations, or technical specifications. Product recommendations for framework-grouped Architectural Components will be more rigidly defined within the limits of these specifications.

Products

Products are identified in one of four possible categories. 

Category A: Recommended—
Products fully compatible with the Future State Technical Architecture and recommended for implementation/acquisition/deployment regardless of their current use at HUD. They may or may not be currently approved and supported by HUD’s IT organization, but the Department should move towards full support of them within the next 6 to 12 months.

Category B: Justified—
 Products currently in use at HUD as approved standards but not fully compatible with the Future State Technical Architecture. These products may use proprietary technologies, have limited long-term technical or commercial viability, have limited skill availability, or may be incompatible with one or more of EA Principles.

Category C: Discouraged—
 Products currently in use at HUD as legacy components, incompatible with the Future State Technical Architecture. These products should be eliminated from the environment as soon as practical. 

Category D: Emerging—
Products representing emerging technologies or standards fully compatible with Future State Technical Architecture, not mature or proven enough to be included in Category A. They can be new (beta) versions of existing products, or new products altogether. Such products should be made available to developers for prototyping/technology assessment/pilot implementations.

� EMBED Visio.Drawing.6  ���





� EMBED Visio.Drawing.6  ���


Fig. 2. Technical Architecture Taxonomy
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Figure 1. Technical Architecture vis the Five-Layer EA Framework





Figure 2. Technical Architecture Taxonomy








� Business Case for Reuse: a Decision-Making Framework for Enterprise Architects and Infrastructure Development, META Practice Vol. 5, No. 5, June 2001


� IT 2002 Conference Proceedings, Gartner Group, 2002.


� In terms of HUD’s Technical Architecture, four platforms are relevant: the mainframe platform (MF), with current legacy differentiation between OS/390 (IBM-compatible HDS) and Unisys 2200 (to be retired); UNIX server platform—in its current implementation using Sun SparcServer/Solaris (and with current subdifferentiation between data and application UNIX servers); Wintel server platform (currently Windows 2000 Advanced Server on 32-bit Intel-based SMP hardware), and the client platform (currently a combination of Win95 and Win2K on commodity 32-bit Intel hardware). All client platform implementations have the capacity to run functional services and key technologies identified within the Presentation Services layer; server platforms differ by their ability to execute specific Application Services using platform-specific Key Technologies with Architectural Components and Products. Legacy MF installations are a notable exception; their compliance with this model and Future State Architecture in general will be deciding factors in product retirement decisions.
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