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Preface

The Office of the Chief Information Officer (OCIO) has implemented an Enterprise Architecture (EA) practice, which serves the strategic and business needs of the Department of Housing and Urban Development (HUD).  In addition, this Practice has enabled HUD to comply with requirements set forth by Congress and the Office of Management and Budget (OMB). 

This document describes the framework for the establishment and maintenance of HUD’s EA Practice.  The framework depicts the relationships of the various architecture components and how the architecture will serve as a strategic asset for the Department.  It provides managers and staff with practical information that explains the utility of the EA, including improved IT investment decision-making.

The framework will be updated on a periodic basis to reflect improvements in the EA program and lessons learned. 

1 Introduction 

The HUD Information Technology (IT) environment is varied and complex, consisting of multidimensional interrelationships and interdependencies among program offices, business processes, and technology.  The establishment of an Enterprise Architecture (EA) enables this information to be captured and promotes sound business and information technology (IT) decisions by facilitating an understanding of HUD’s complex environment.  This, in turn, enables HUD to more effectively support both internal and external stakeholders, manage programs, and manage change. 

The EA describes the current and planned design of the Department’s business, information, and technology.  It is an information set that depicts the business activities, information, and data necessary to conduct the Department’s business activities and the technologies necessary to support the Department’s business operations.  With an effective and comprehensive EA, HUD can fully understand its needs and define the technology to support them. 

Across the Department, an EA helps to-

· Illustrate the implications of business and IT decisions

· Enable the identification of technologies to adequately support business and information needs

· Facilitate information sharing among the program offices

· Promote reduction in redundant system functionality

· Highlight opportunities for building greater flexibility into applications.

1.1 Federal Direction to Establish an Enterprise Architecture

HUD is committed to implementing an EA program for both the inherent value provided, and to comply with current federal mandates for establishing an EA.  The key legislation and guidance requiring and providing direction for EA development include the Clinger-Cohen Act of 1996, OMB Circular A-130, and the Federal Enterprise Architecture Framework (FEAF) of 1999.

The Clinger-Cohen Act states that each agency CIO is “responsible for developing, maintaining, and facilitating the implementation of an information technical architecture and requires an integrated framework for maintaining existing IT and acquiring new IT to achieve agency mission and goals (section 5125B{2}).”
OMB Circular A-130 states in section 8 (Policy) that an “EA is the explicit description and documentation of the current and desired relationships among business and management processes and information technology.  It describes the current architecture and target architecture to include the rules and standards and systems lifecycle information to optimize and maintain the environment which the agency wishes to create and maintain by managing its IT portfolio.”
The FEAF, issued by the Federal CIO Council in 1999, is the model established by the Council, and accepted by the Office of Management and Budget (OMB) to promote commonality among federal agencies’ architectures. 

1.2 Overview of the HUD EA Framework

The EA framework, illustrated in Figure 1, provides the structure necessary to develop, use, and maintain HUD’s EA.  It describes the means by which HUD transforms the EA concept into a practical methodology.  

Figure 1. HUD’s EA Framework
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Current business and technology information is captured to establish the baseline architecture.  Questions, such as, What is my business today?; How is it supported by technology?; are answered to complete the baseline.  To build the target architecture questions, such as, What will my business be?; How will/should it be supported?, should be asked.  Strategic direction, architecture drivers, principles, and standards are factored in to define the target architecture.  Transitional processes, such as IT investment management (ITIM), are integrated to enable a successful migration from baseline to target.  Describing the baseline, defining the target, and transitioning from baseline to target are discussed in Chapters 2, 3, and 4, respectively.

For practical implementation, interim target (transitional) architectures are generated in addition to baseline and target architectures.  These annual interim targets, discussed in Chapter 4, portray the projected incremental progression towards the ultimate target, and reflect the results of the ITIM process.

1.3 EA Roles and Responsibilities

The Clinger-Cohen Act assigns responsibility to an agency’s Chief Information Officer (CIO) for developing and maintaining an EA.  The CIO subsequently selected a Chief Architect and established an EA Practice.  The EA Team will partner with other key participants from the Department to implement the EA practice, guided by the roles and responsibilities depicted in Table 1.  

Table 1. EA Roles and Responsibilities

	ROLE
	RESPONSIBILITIES

	OCIO
	· Establish the EA policies and practice

· Enforce adherence to the EA

· Communicate EA benefits


	 
	· Manage the EA Practice and associated processes

· Perform EA maintenance and oversee EA updating

· Manage technology standards

· Conduct advanced technology research

· Coordinate and disseminate releases of baseline, target, and interim target architectures

· Report changes to the baseline and interim target architectures

· Maintain the EA migration plan

· Review the EA for redundancies and obsolescence

· Analyze and report on the cross-cutting impact of major EA changes

· Support OCIO Customer Solutions by identifying architecturally sound IT solutions

· Provide EA assistance to the business and program areas, as needed

· Maintain the Enterprise Architecture Management System (EAMS)

	Domain Teams
	· Develop domain principles and standards for technical business domains such as data management, application technology, and enterprise security 

· Develop segment architectures for core business functions

· Formulate departmental domain-specific requirements for technical architecture (RTA) document 

	HUD Information Technology Services Team (HITS)
	· Specify, design, acquire, maintain, and support the physical infrastructure required to satisfy HUD’s information processing needs

· Determine platform optimization processes

	OCIO Customer Solutions 
	· Provide business and program areas with technical solutions that meet business, information, and technology needs

	Technology Investment Board Working Group (TIBWG)
	· Determine business strategies and architecture requirements

· Plan migration strategies and ensure they are properly implemented

	TIB Executive Committee (TIBEC)
	· Approve target and interim target architectures

· Serve as Architecture Review Board

· Approve the IT portfolio, ensuring it’s alignment with the target architecture

· Approve EA and technology standards

	Business and Program Offices
	· Provide architecture information for sponsored initiatives

· Update baseline architecture information of sponsored initiatives

· Ensure sponsored initiatives conform to the EA and technology standards

· Participate on the TIBEC and WG with respect to EA concerns

· Conduct business opportunity analyses

· Establish internal office procedures for keeping architecture information accurate and current


1.4 Relationship to OMB’s Federal Enterprise Architecture

The 2001 e-Government Task Force identified the lack of a federal EA as a key barrier to e-Government success.  As a result, the Federal Enterprise Architecture Program Management Office (FEA-PMO) was established in February 2002.  FEA-PMO has collected and analyzed high-level business architecture information across the Federal Government to capture and build upon the architecture work of the E-Government Task Force.  The first iteration of the business architecture layer, referred to as the business reference model (BRM), contains 4 business areas, 31 lines of business, and 132 sub-functions.  

FEA-PMO has mapped federal agencies and their major IT investments into the BRM in an attempt to capture the role agencies and IT play in supporting the Government’s business.  Each federal agency has to validate and verify the information contained in the business architecture layer.  HUD actively participated in the validation and refinement of the federal BRM and will continuously work to ensure that its EA program supports the cross-agency goals of the FEA. 
1.5 Enterprise Architecture Management System 

1.5.1 EAMS Description
HUD’s EA is stored in an online, Web-enabled information repository known as the Enterprise Architecture Management System (EAMS).  The main purpose of the EAMS is to organize information in a way that offers quick accessibility to the complex architecture information.  Three different navigation methods—a search feature, a navigational tree, and an EA matrix—simplify access to information.   The user interface presents detailed information on each architectural element e.g., business function or application and its relationships to other elements.  To facilitate the development of the target architecture, EAMS accommodates data for multiple planning periods, i.e., baseline, transition phases, and target, and includes an administrative tool to create new planning periods.  The tool also clearly defines and tracks the changes made between planning periods.  EAMS has a variety of reports designed to assist in analyzing and comparing the information stored in the database.

1.5.2 EAMS Maintenance


User access to EAMS is controlled through a system login and password designed to support a single user for each login ID.  The system administrator sets permissions for each user login.  Each user is assigned read-only, edit, or administrator privileges for the entire system.  The administrator also enters quarterly updates after the select and review processes.  Currently, all updates to the system are performed by OCIO.  As the EA program at HUD continues to mature, however, program offices will be given responsibility to update their sections of the architecture.

1.6 Impact of Hits on EA

The management of HUD’s IT physical infrastructure and infrastructure support services is included in the pending HUD Information Technology Services (HITS) contract.  HITS has the responsibility to specify, design, acquire, maintain, and support the physical infrastructure required to satisfy HUD’s business information-processing needs.

Consequently, HUD’s EA practice will address infrastructure components of the Department’s IT environment by providing guidance and ensuring that the direction HITS takes is within HUD’s EA context.  This guidance will occur through regular communication between the HITS and EA teams, ensuring an integrated approach to the management of IT infrastructure and the overall EA.  As a result, the EA team can refocus on functional and performance requirements, and the Department’s business, information, and application architecture.  Given this important change factor, the EA team will leverage the help of domain teams to formulate Departmental requirements

.

2 baseline architecture

The baseline architecture depicts the current business and technology environments at HUD.  As shown in Figure 2, it consists of—

· Architecture layers that contain information on HUD’s stakeholders, business, data, applications, and technology

· Reference models that characterize the information contained in each architecture layer

· Architecture links that show the relationships among architecture layers, the current year initiatives, and the connections to the mission, performance goals, and HUD organizations

· Cross-cutting components that affect the entire architecture, such as privacy, security, and workforce

· Standards by which technology will support the business

· Issues and opportunities confronting HUD.

Figure 2. Baseline Architecture
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2.1 Architecture Layers

The architecture layers contain HUD’s stakeholder, business, data, applications, and technology information.  They are defined to the level of detail necessary to support analysis of business-to-technology relationships.

2.1.1 Stakeholder Layer
The stakeholder architecture layer describes the organizations and individuals that play a role or have a stake in the achievement of the Department’s mission.  Internal and external stakeholders are included, and are defined at the category, class, and entity levels:

· Categories represent the high-level roles that stakeholders play in the achievement of HUD’s mission, such as "Partner,” “Supplier,” “Customer,” or “Internal.”  Defining the stakeholder at this broad level helps the Department identify opportunities for enterprise-wide IT solutions that support HUD’s interaction with them.

· Classes represent the subdivisions of categories into types of stakeholders.  One or more classes comprise a category.  For example, the classes “Industry” and “Government” belong to the category “Partner.”  Defining the stakeholder at this level helps HUD identify how and why particular types of stakeholders contribute to or benefit from the Department‘s business objectives.

· Entities represent the specific stakeholders with whom HUD conducts business.  For example, NationsBank and Fannie Mae are entities within the class “Lender.”  Stakeholder attributes, such as Section 508 considerations and economic accessibility, are collected at this level of detail to determine additional requirements or constraints on technical solutions being considered. 

2.1.2 Business Layer
The business architecture layer reflects the work performed by the Department in achieving the HUD mission, independent of the organizational units actually performing the work.  This layer identifies both internal operations and the direct delivery of services externally.  The business architecture defines HUD’s business areas at the function, process, and activity levels:

· Functions represent the services and products HUD provides to the public and communities e.g., mortgage and loan insurance and grants management as well as the internal operations necessary to run the Department e.g., human resource management and financial resource management.  The functional orientation of the business architecture facilitates identification of common business drivers and information requirements across the Department rather than within the confines of organizational stovepipes.

· Processes represent the decomposition of functions into the next level of detail; one or more processes make up a given function.  For example, the grants management function is made up of five supporting processes.  The intent is to have the processes supporting HUD’s functions be as efficient and nonduplicative as possible.  Therefore, consolidation of processes may be a key opportunity area for HUD as it defines its target architecture.

· Activities are the specific tasks performed within a given process.  Decomposition to the activity level of the hierarchy is completed on an as needed basis to support reengineering initiatives, assess changes in program requirements, or to address areas of concern to HUD management or external oversight organizations.  Activities can be assessed to determine the potential for data redundancy or the skills required to perform similar tasks.  

As part of the Federal Enterprise Architecture effort, HUD has also aligned its business architecture to the FEA-PMO Business Reference Model (BRM). 

2.1.3 Data Layer
The data architecture layer identifies the data that underlies the business needs. It defines information independent of who produces it, when it is produced, where it is physically kept, in what form it is kept (electronic or hard copy), or how it is transmitted.  The data architecture also decomposes into three levels, reflecting progressively more granular definitions of data.  The data entity level maps to the data element dictionaries (DED) of HUD’s applications.  Privacy and security attributes are also identified at the data class and entity levels.  These attributes are then reflected in other layers of the EA through links to the data layer. The three data levels are explained as follows:

· Data Areas represent the broadest definition of an information requirement that is necessary to support HUD’s business functions.  For example, the data area “Grant” supports the business function of grants management.

· Data Classes represent the next level of detail within a data area and further define specific data or information required to support HUD’s business processes.  There can be multiple data classes in a data area. Examples from the baseline data architecture include “Applicant” and “Award Selection” in the “Grant” data area.

· Data Entities represent the finest level of data granularity within the architecture and support HUD’s business activities.  There can be many data entities in a data class.  Data entities are not normally identified during EA development.
  They are defined as part of a systems development or business process improvement effort, and map to the system’s DED. 

2.1.4 Application Layer
The application architecture layer contains all the applications that support HUD’s business.  The ARM provides a standardized model to guide the selection of applications and to help determine application capability redundancy or the need for new functionality.  Applications are defined at the functional capability level.

· CORE Capabilities represent specific business functions that the application provides.  Applications will generally demonstrate only one Core Capability.   HUD’s ARM has 10 Core Capabilities, e.g. Grants Management and Human Resource Management.
· CROSS Capabilities represent intrinsic functional abilities of an application regardless of the business function it serves.   As a result, applications often demonstrate multiple Cross Capabilities.  HUD’s ARM has 23 Cross Capabilities, e.g. Workflow and Data Analysis. 
2.1.5 Technology Layer
The technology architecture layer contains all the technologies that comprise HUD’s IT infrastructure.  The technologies are organized by a Technical Reference Model, which provides a conceptual framework to manage the development and selection of information systems to best-fit HUD’s business needs and goals.  In addition to the TRM, which organizes the technologies by service area, the layer also includes product and component descriptions and IT standards.

· Service Areas represent the interface specifications about how technology components interact with each other and users.  An example of HUD’s 9 Service Areas is Operating System Services.  These areas help organize HUD’s technology products and standards.  For example, the product Microsoft Windows NT 4.0 falls under the Operating Systems Services Area and complies with the DHCP standard.
· Products/Components represent specific IT items, such as software, hardware, development tools, networks, and servers, e.g. Microsoft IIS 4.0.
· Standards represent established IT specifications that all technologies must adhere to, e.g. Microsoft 98 for windows.
2.1.6 Information Technology Investment Management (ITIM) Initiatives
The initiative view maps program initiatives to the business functions, processes, and activities that they support.  It is this view that provides visibility into activities that support the transition from baseline to target architecture. 

2.2 Reference Models

Reference models are effective management tools for describing and comparing layers of an architecture.  They provide a framework for organizing the large amount of information necessary to describe each architectural layer.  A reference model—

· Establishes a common vocabulary to facilitate inter- and intraagency communication for consistent classification and comparison of architecture components.

· Identifies duplication or incompatibilities. The component characteristics serve to categorize architectures’ contents, facilitating identification of identical capabilities (redundancies) or incompatibilities that may indicate a barrier to interoperability.

· Serves as a transition tool. Reference models can be used to manage the evolving baseline and target architectures by providing the framework to address principles and guidelines, applicable standards, and target technical products/services.

The use of a technical reference model (TRM) to support the categorization and development of a standards profile
 is an established practice and is required by OMB A-130.  In addition to a TRM, HUD applied the reference model concept to other layers of the architecture to take advantage of its benefits.  The HUD TRM is briefly described in Figure 3.

· HUD’s business architecture is the Department’s implementation of a BRM.  It employs a functional hierarchy to describe how the Department fulfills its business obligations. HUD’s business architecture has been aligned to the government-wide FEA BRM. 

· A data reference model (DRM)
 was constructed to categorize the information used by the business into general content areas.  It decomposes these areas to reflect increasing levels of detail—area, class, and entity.  The DRM aids in defining the entire HUD data environment and in identifying and analyzing potential data integrity issues.  

· An applications reference model (ARM)9 was constructed to describe and distinguish applications.  Applications can be categorized by the capabilities they provide.  Core capabilities refer to a specific aspect of HUD’s business (e.g., claims processing).  Crosscutting capabilities support HUD’s business in a more generic way (e.g., case management and correspondence tracking).  A cross-cutting capability is characteristic of many applications.  The ARM can facilitate the identification of redundancies and opportunities for enterprise solutions.  

· Conformance to a standardized technology architecture is facilitated through a TRM.  Based on the National Institute of Standards and Technology (NIST) model, it categorizes technology standards and products in use at HUD through a defined taxonomy.  The TRM, shown in Figure 3, enables the Department to better coordinate acquisition, development, and support of information systems.  

Figure 3. HUD TRM
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The graphic that was represented here displays HUD’s technical Reference Model.  It shows that Management Services and Security Services go all the way up and down through the Technical Reference Model.  The application software entity consists of the Application Program Interface (API), and contains:  Software engineering services, operating system services, graphical services, and data management services.  These are related to the application platform entity, which flows into the external environment.  The External Environment Interface (EEI) contains:  network services, data interchange services, and the human computer interface services.

2.3 Architecture Links

While definition of each layer of an EA is an important first step in the EA development process, the true value of EA is found in the knowledge gained from the relationships among those layers.  Architecture links are defined to show the relationships and dependencies across and within architecture layers.  For example, applications link to the business processes they support.  Figure 4 depicts the architecture links. 

Figure 4. Architecture Links 
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The graphic that was here represents architectural links.  It starts with the EA framework:  Stakeholder, business, data, applications, technology.  The Stakeholder layer contains:  Govt. to Govt, Govt. to Business Partner, Govt. to Supplier, Govt. to Public, Govt. to Employee it is supported by HUD’s Strategic Mission and Performance Goals.  Consumes the Business Layer, and is supported by the Application Layer.  The application layer carries out Activities, Processes, and Functions from the Business Layer.  The application layer manipulates the Data Layer, which consists of:  Data Entities, Data Classes, and Data Areas.  The application layer uses the Technology Layer.

Architecture links enable the enterprise to be viewed from multiple perspectives for analysis and opportunity identification.  The impact of change to one architecture component on other components is visualized by analyzing the links.  When analyzed, this information provides insight for potential improvements and investments throughout HUD.  Table 2 indicates the architecture links, their purposes, and the insight they will provide upon analysis for target architecture development.  All of these links have been established in EAMS, the relational database HUD uses to manage its architecture. 

Table 2. Architecture Links
	Link
	Purpose
	Information That Link Analysis Can Provide 

	Stakeholder to HUD’s Mission and Performance Goals
	Identifies the stakeholders receiving benefit from, or providing support to HUD’s mission 
	•
Stakeholder priorities

•
Gaps in meeting stakeholder requirements

	Stakeholder to Business 
	Indicates which stakeholders are supported by which business functions or processes
	•
Impact to stakeholders of programmatic or process changes

•
Requirement for automated interface

•
E-Government opportunities and priorities

	Business to HUD’s Mission and Performance Goals
	Indicates which business function, process, or activity helps to achieve which goal
	•
Business priorities

•
Gaps in meeting specific goals

•
Where resources should be applied

•
Superfluous processes

	Business to HUD Organization
	Indicates which HUD organizations perform the business and the degree to which a function is dispersed across the Department
	•
Functions being conducted by multiple organizations

•
Opportunities for reorganization

•
Communication needs across multiple organizations

•
Business process improvement (BPI) opportunities

	Business to Data 
	Indicates the data that is created, read, updated, or deleted (CRUD) by a particular process
	•
Data dependencies and flow of data across processes

•
Scope of a system development initiative

•
BPI impact on data

•
Data management implications across business areas

•
Process dependencies that use/need data

•
Data integrity issues

•
Shared information needs among business processes

	Business to Application 
	Indicates how the business is supported by automation.  It provides a view of the type and amount of automation supporting specific segments of HUD’s business
	•
Redundant application support

•
Gaps in automation support

•
Inadequacy of application support (e.g., internal/external access)

	Data to Application 
	Indicates which data are manipulated by which applications
	•
Data redundancy

•
Shared data requirements

•
Data integrity issues

•
Redundant applications

	Application to Technology 
	Indicates specific technologies and infrastructure components used to support each application
	•
System interoperability problems

•
Inadequate applications support to the business due to obsolete technology

•
A need for centralization of applications across the Department


Links also exist within an architecture layer.  For example, applications that interface to other applications are linked, indicating a sequence of application performance.  Similarly, within the technology layer, a network is linked to all servers on the network.

2.4 Cross-Cutting Factors:  Privacy and Security

Agencies are coming under increased pressure to provide assurance to the public, media, and Congress that classified or sensitive information is protected and secure.  HUD’s EA is a valuable tool for identifying sensitive information and the means with which information is collected, used, and shared by the Department and stakeholders.  OMB Circular A-130 requires all agencies to include security in their EAs and use the architecture as the structure for implementing the agency’s security program.
  Integration of privacy and security into the EA facilitates—

· Identifying and prioritizing critical assets i.e., applications, hardware, and software and processes of the enterprise

· Managing privacy and security concerns as the enterprise evolves to a HUD E-Government  environment

· Addressing privacy and security in systems development and integration

· Providing reasonable assurance to Congress, OMB, and the public that sensitive information is safe and secure.

2.4.1 Privacy
HUD’s EA is designed to support the identification and analysis of privacy information.  Since it is data that gives rise to privacy concerns, privacy analyses and privacy impact assessments (PIA)
 begin with the data architecture layer.  Data classes or entities can be flagged as containing privacy information.  Processes and applications that manipulate or transport data are identified through the data’s architecture links to the business and application layers.  Processes and systems can then be assessed to determine the controls required to protect the data.   

2.4.2 Security
Security is the means by which data are protected.  The extent and types of required protection drive HUD’s security principles and posture.  A well-defined security strategy ensures that all necessary physical, administrative, and technical safeguards are in place and in sync with the overall IT architecture and business culture.  This strategy is implemented across all layers of the Department’s EA—business processes that might involve secure exchanges, specific data that must be protected, and the secure technologies to be employed for applications development and infrastructure in the target architecture. 

2.5 Baseline Maintenance

The baseline architecture must always describe HUD’s current environment.  Its value as a tool to assist in opportunity analysis, change impact assessment, tradeoff analysis, technology optimization and strategic plan redirection is only as good as the correctness of the data.  Consequently, the EA needs regular updating and maintenance.

2.5.1 Role of the EA Team
The role of the EA team evolves as the Architecture evolves.  The baseline architecture has recently been reviewed and validated to ensure accuracy, allowing the EA team to focus on the development of segment target architectures. 

2.5.2 Role of the Program Offices
The baseline architecture provides program offices with visibility into their current IT environment and can aid them if identifying strategies to shape the future of HUD through the developing a target architecture.  The participation of the program offices is critical to the definition and maintenance of the baseline, but is equally critical in transition planning and the development of target architectures. 

The continued cooperation of the program offices will be crucial to ensure that the baseline continues to accurately reflect the Department’s environment, while providing a common starting point from which the program offices can develop future strategic plans that drive investments in IT.  By defining the business activities that support the Department’s mission, each program office can ensure that it is working toward the goals of the Department.  By defining and updating information on data, program offices can help HUD improve the quality of that data and reduce the frequency of data collection.  By defining all applications and the capabilities of those applications, each program office can contribute to the elimination of redundant capability and capacity.  By accurately defining the technology components and products that support applications, program areas can help shape HUD technology standards and remain compliant with those standards.

Project sponsors responsible for change to architectural information are also responsible for updating the baseline.  This includes changing associated architecture links, as appropriate.  The OCIO Technical Services Office is responsible for all updates to the technology layer, coordinating with the program offices and the EA team as appropriate

.

3 target architecture

The target architecture describes the to-be business and technology environments at HUD at some point in the future, typically 5 years out.

The high-level, enterprise-wide target architecture represents the target state for the Department within the context of strategic direction.  This target architecture is the enterprise-wide horizontal and vertical integrated architecture.  The low-level segment target architectures promote the incremental development of the functional segments within a structured enterprise architecture framework. 

3.1 Target Framework

The first phase of target architecture development involves construction of the framework upon which the target architecture will be defined.  At a high level, the target architecture framework defines the target architecture drivers and a process for ensuring the ideals of the target environment are implemented.  Figure 5 illustrates the target architecture framework.  
Figure 5. Target Architecture Framework
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The graphic that was here represents:  Business and Technology Drivers.  Pointing to the Business Vision, which defines Strategic Goals and Objectives.  These point down to Business Strategies, Information Requirements, and Technology Requirements.

The target framework:  Analyze the architecture drivers that instigate change in the business and technology architecture.  Points to Define/assess the business strategies (goals, objectives, performance plans).  Points to Determine information & technology requirements to achieve business strategies.  This points to Define/apply the architecture principles to meet the requirements.

3.1.1 Architecture Drivers
Architecture drivers create an opportunity for, or necessitate change in the architecture.  Internal drivers, i.e., improvement opportunities stem from voluntary EA analysis and are assessed independent of external drivers.  This assessment is conducted within the context of a baseline analysis and helps in forming baseline-to-target migration strategies (discussed in Chapter 4).  External drivers, e.g., new legislation, new guidance from oversight agencies, and new technology, provide input to the business strategic planning and drive the development of the target architecture.  This will mandate EA baseline analysis to determine the effect on the existing environment.  This process also occurs during migration planning.

3.1.2 Target Architecture Requirements
Strategic goals and objectives translate HUD’s mission and vision into quantifiable results and outcomes. They are formulated to indicate what will be done to achieve the mission, given the architecture drivers.  Information and technology requirements are then defined to support the business strategies and indicate how the business will be conducted. 
The TIBEC is responsible for translating the Departmental goals and objectives into business strategies and architecture requirements. 

3.1.3 Principles
Architecture principles are established as pillars to guide how the EA will support HUD’s business and technology requirements, and they apply to all layers of the architecture.

Architecture principles are statements of preferred direction or practice. They help establish a common vision to ensure that strategic objectives are not compromised by tactical decision-making.  They inform decision-making at many levels and specifically guide the development of criteria used to evaluate investment decisions.  Principles may change as the Department’s mission or operational environment changes, but reflect the long-term objectives of the Department.

HUD’s architecture principles are key to the development of the target EA.  They provide context for making architectural decisions and guide the development of programmatic and enterprise solutions.  They will also help in prioritizing and sequencing transition projects that will move the Department from its current environment toward the target environment.  HUD’s EA principles are attached as Appendix B.
3.1.4 Standards 
HUD’s standards include products that have been approved by the Configuration Change Management Board (CCMB) for use as part of the current IT infrastructure platform, future implementation in the IT infrastructure platform, and use in the development of new applications and systems.

The EA will engage the CCMB to review and approve changes as part of a ratification of the existing environment. Maintaining an efficient, cost-effective technology environment requires establishment of, and conformance to standards. 

3.1.4.1 What Are Standards and How Are They Used?

Standards are a derivative of the architecture principles.  They allow designers, developers, and users to agree on definitions.  They provide for a common understanding of the technology to be provided in support of the business.  Applying standards across HUD simplifies the technology environment and promotes system interoperability, portability, and scalability.

A standards profile, contained within the TRM, includes the approved guidelines, technology services, and the actual products and services used within the Department.  HUD and contractor staff review the standards profiles to—

· Determine technology to be employed prior to proposing new systems development or enhancement initiatives

· Assess current technology for obsolescence and standards conformance to determine if new infrastructure or applications initiatives are warranted

· Drive the design and development of new systems and interfaces.

The baseline architecture holds the existing profile while the target architecture holds the projected profile.  The target profile reflects the design standards and known technologies that support the Departmental goals, objectives, and principles.  New infrastructure or application initiatives should be proposed with target standards in mind.

The EA Practice includes the responsibility for maintaining and enforcing HUD’s IT standards.  They are also responsible for establishing an SLCM
 process to ensure current and appropriate standards are maintained.  

3.1.4.2 How Do Standards Change?

Standards change as a result of changes to EA principles, advancing technology, or a desire for new or improved capabilities. The EA Practice guides HUD in adopting new technology standards and in making decisions with respect to retaining, revising, replacing, or retiring (R4) existing standards. 

Proposals for changes to the standards are triggered by “sunset reviews”
 or by program areas to meet business requirements.  Typical factors that result in a standard proposal are listed below in Table 3.  The EA team will consolidate, analyze, and present the standard proposals and recommendations to the TIBEC for approval or rejection of changes.

Table 3. Common Factors Triggering Change to the Standards Profile

	Common Internal Factors
	Common External Factors

	•
BPI opportunities not supported by standards

•
Change in business needs necessitating a change to the standards

•
Change in technical functionality not supported by the standards

•
Change in EA principles necessitating a standards change


	•
Standard obsolescence

•
High expense in developing/maintaining current standards

•
Commercial adoption of improved standard

•
Shrinking skill base associated with standard

•
Legislative mandate or inspector general finding


3.2 Target Architecture Layers

An effectively defined architecture describes the future environment at an appropriate level of specificity.  If the target definition is too general, it loses its utility.  If it is too specific, it loses its flexibility and will probably force identification of information that will most certainly change.  The key to developing a viable target is to define its composition in such a way that the target provides meaningful information on which to base architecture and investment decisions.  

In order to achieve this goal, each of the layers of the architecture is defined at differing levels of granularity in the target architecture.  In general, the business layer is the most stable and definable of all EA layers, reflecting changes to the Department’s mission or advances in technology that impact the way the Department operates.  The data layer is also relatively stable, because the information used by the business is fairly consistent over time.  The application and technology layers are the most dynamic layers of the EA.  In the target EA, they reflect functional capabilities and applicable technologies to support the envisioned business. 

3.2.1 Target Stakeholder Layer
The target stakeholder layer will contain the internal and external organizations with which HUD anticipates conducting business.  It will be displayed in the same manner as that in the baseline architecture.  The entity level of the stakeholder layer will not be populated, because this sub layer’s information can change frequently in relation to the target’s time span.  It will also not provide any benefit for determining migration strategies.

3.2.2 Target Business Layer
The target business architecture layer will probably resemble its baseline layer more closely than any other.  It is based on the business strategies to achieve HUD’s goals and objectives and will shape the development of each of the remaining layers.  The business layer is linked to stakeholder and data layers, and will reflect an optimized business environment.  It will also feature the greatest level of detail of all target layers.

3.2.3 Target Data Layer
Provided the information that HUD requires to perform its mission does not dramatically change, the baseline data architecture remains fairly stable, as do the links to the business layer.  However, the relationship between the data and the application layers may show a dramatic transformation in the target architecture.  These changes will be represented by new data-to-application layer links and the associated descriptive information reflecting where data is created, referenced, or updated.  Links between the data layer and the technology layer may also be established to identify how data will be maintained, e.g., data stores, independent of the applications that manipulate it.

3.2.4 Target Application Layer
The target application architecture layer will consist of a set of high-level EA descriptions.   These descriptions reflect the business functional capabilities to be achieved by automation. Relationships between the target application descriptions and the business and data layers are also defined.  Links between the target application layer and the technology layer, however, will not be established.  Specific links to the technology will be defined in the interim architectures once specific applications are identified to achieve the required functional capabilities. 

3.2.5 Target Technology Layer
The target technology architecture layer will be developed through defining the technologies to be used to meet the future business needs.  The technology layer will include the TRM and the standards profile, which are essentially composed of models, standards, and guidance in the use of best practices.  The target will not specify particular products and versions, but will instead be used as a tool to aid in developing technology solutions over time.   

3.3 Target Evolution

The target architecture will always reflect only the future, and therefore, is never met.  It is reviewed and updated as necessary to incorporate changes in business strategies or technology.  Official releases are presented annually, prior to the ITIM Select review.  As discussed in Chapter 4, interim target architectures will maintain the architecture’s interim states and links to the baseline architecture.

3.4 Segment Architectures

HUD’s business architecture, defined at a high level through 17 business functions, has served as the foundation for several detailed target architecture development efforts.  In past years, HUD has gathered detailed information on 2 of the 17 functions—grants management and financial resource management—to identify target opportunities in each.  Currently, HUD is looking at the business functions and processes performed by the Office of Single Family Housing in order to support a major business process reengineering and system consolidation effort.  The segmented approach acknowledges that extremely detailed architectural descriptive information cannot be gathered for every business function at the Department.  The result would be an excess of information that is impossible to manage and keep current.  Instead, HUD has constructed its baseline architecture at a level of granularity that facilitates department-wide analysis while remaining manageable.  The high-level, department-wide architecture is used to identify segments (business functions or processes, stakeholder groups, program offices, etc.) that require additional analysis.  As a result, segment target architectures can be developed at different times for different audiences without losing consistency.  Each of the segments fits into the same high-level architecture framework, ensuring that segmented architectures are developed from an enterprise-wide perspective and can be integrated neatly into a single target architecture for the Department.  The development of segment architectures follows the process depicted in Figure 6.

Figure 6. Target Architecture Process Model

The graphic here has been replaced by text equivalent.  

Future State Segment Architecture Definition Process Model.  It is derived from Baseline Analysis/Capabilities Analysis/IT Strategy/OMB/GAO Guidance/Standards/TRM

	Process Steps
	Process Activity

	Develop Future State Segment Business Architecture
	· Analyze Baseline Business Architecture

· Normalize Levels/taxonomy

· Hypothesis Development

· Business Process analysis/reengineering

· Develop future state Business Architecture

	Develop Future State Segment Data
	· Analyze baseline Data Architecture

· Further define/refine Data classes

· Determine depth of Data Architecture

· Perform Stakeholder/Data analysis

· Perform Business/Data Analysis

	Define Future State Application Architecture
	· Identify Current Application in Portfolio

· Perform Application to Activity/Data Analysis

· Analyze Application Mapping

· Identify Group Functions

· Define Future State Applications

· Map Future State Application to EA Context

	Future State Direction/Value Point Analysis
	· Define Value Criteria

· Prioritize Development Activities

· Conduct Process Flow Analysis (as required)

· Decompose data classes to the entity level (as required)


4 transition  

The transition from the baseline architecture to the target architecture is an iterative process.  Neither baseline nor target remains constant; therefore, the transition is a never-ending process.  Transitioning from baseline to target architecture requires a strategy and the means to implement it.  The strategy is reflected in a migration plan.  Transitional processes, such as ITIM, acquisition and procurement, and BPI, are means of implementing the migration plan.

4.1 Migration Planning

Migration planning is the process by which HUD will make enterprise-wide decisions to move from the baseline architecture towards the ever-evolving target architecture.  It consists of analyzing the target architecture in conjunction with the baseline to determine the optimum path and sequencing of events toward the target.  A workable migration plan takes into consideration—

· Forecasted funding

· Cost and benefit of implementing certain strategies

· Architecture dependencies, e.g., automation of function X cannot be achieved until implementation of technology Y

· Programmatic demands

· Flexibility required to accommodate emergent needs.

The migration plan guides near-term investment decisions (1 to 3 years out).  The TIBWG is responsible for determining the priorities that are required by the migration plan and resolving conflicts among competing priorities.

4.2 EA Analysis

Conducting EA analysis helps HUD planners and designers identify transition needs and the most effective solutions to meet those needs.  Needs are identified by performing a gap analysis between a desired capability, e.g., incorporating new legislation and an existing capability.  This applies to both long-term strategic objectives of determining how to implement the target, and short-term tactical objectives of how to meet emergent requirements, e.g., response to an identified material weakness.  Creating what-if scenarios within the EA helps to visualize the effect of introducing new capabilities on the rest of the architecture.  Appropriate solutions for incorporating change are determined by analyzing the what-if scenarios.
 

EA analysis supports the Department in key migration activities such as—

· Business process engineering and redesign

· Coordinating operations across the organization

· Consolidating or standardizing similar functions

· Reallocating and/or reorganizing resources

· Introducing automation to improve manual processes

· Modernizing legacy systems and infrastructure

· Protecting critical infrastructure

· Assessing proposed technology solutions

· Managing and prioritizing IT investments

· Introducing new enabling technologies

· Dealing with a declining skill base for maintaining existing assets 

· Establishing key properties of systems early in the design process.

The results of EA analysis are used as input to develop migration plans and to make IT investment decisions.

4.2.1 Strategic EA Analysis
Strategic EA analysis helps HUD determine what needs to happen globally to achieve the target architecture, as shown in Figure 7.  The results of this analysis provides the overarching goals of the migration plan and the migration priorities.

Figure 7. Strategic Analysis

The graphic here has been replaced by text equivalent.  The strategic analysis diagram, which was here displays moving from baseline to target.  Starting with Stakeholder, have there been any Changes, are customers satisfied; Business must ask if a BPI is required; Data must ask if there is missing data, and redundant data, new data needed; Applications must ask if redundant applications, data integrity issues, and legacy system migration, Technology must ask if obsolescence, chaotic, conform to standards.  

4.2.2 Tactical EA Analysis
Tactical analysis of the EA helps HUD identify specific solutions to meet target architecture objectives. These solutions will be presented at the ITIM Select review for funding.

Specifically, the EA team and the program areas analyze the EA to:

· Evaluate how a particular business function is performed and supported, to identify the impact of a mandated business change

· Identify business improvement opportunities by evaluating:

· Business functions and processes and how they benefit customers, to identify ways for improving service 

· Current applications and technology that support business processes, to identify needed technology

· Assess the enterprise-wide impact of a proposed infrastructure change to the architecture

· Evaluate proposed systems development initiatives for the ITIM process by:

· Ensuring the proposed system aligns with the target architecture 

· Identifying similar initiatives that are being proposed, to avoid the introduction of redundancy

· Justify a systems development effort; a project sponsor is able to:

· Articulate how the new system’s development directly supports the business of the Department

· Determine and identify the capabilities that will be provided by the new system and show that existing applications do not provide sufficient support

· Indicate how the new system will use existing data or make use of data more efficiently

· Ensure a project’s conformance to the EA prior to initiation by:

· Checking for compliance with technology standards

· Reviewing the target architecture for project alignment with the architectural direction

· Leveraging existing technology investments.

4.3 Transitional Processes

Once a migration plan is established, transitional processes provide the means to implement the plan.

4.3.1  IT Investment Management
Selecting a portfolio of IT initiatives through the ITIM process
 is the primary means by which HUD transitions from baseline to target architecture, as depicted in Figure 8. Determining an architecture migration plan results in establishing IT portfolio priorities to meet HUD’s target architecture objectives.  The priorities establish guidance for the program offices to propose solutions to achieve the migration objectives.  Identifying priorities also facilitates the Select process by indicating funding priorities.  Subsequent to the Select process, interim target architectures are generated to reflect the decisions made.  The interim targets will capture the projected changes brought about by all initiatives and depict the transitory states of the architecture.

Figure 8. ITIM as a Transition Process

This graphic displays the migration process moving from FY 03 – FY 05 to achieve the target architecture.    

	FY 03
	FY 04
	FY 05

	· Begin technology migration from…

· Conduct BPI Study to ID necessary process changes to institute…

· Implement the legal requirement to….
	· Continue migration from….

· Automate….

· Conduct feasibility analysis to introduce enabling technology
	· Complete migration from…

· Automate….

· Initiate migration to enabling technology….


These lead to establishing the IT portfolio priorities.  Propose IT initiatives & Select an IT Portfolio.

	FY 03
	FY 04
	FY 05

	Project C:

Project B:

Project A:

Enhance Sys X to accommodate legal requirement
	Project C:

Project B:

Project A:

Analyze the feasibility of…
	Project C:

Project B:

Project A:

Migrate Sys Y to tech…


Then you capture Select decisions in Interim Targets starting with the baseline, and creating interim Targets for FY 03, 04, and 05 through the Target.

Comparing the baseline architecture at some point in the future with the interim target that was projected for that time will indicate progress in meeting targets.  The TIBEC will use this information to make decisions regarding the IT portfolio to keep HUD on track towards the target and meeting Departmental objectives.  Falling short of the anticipated progress will necessitate adjusting the migration timelines, target architectures, and IT portfolio priorities. The initiative layer enables IT projects to move from baseline to target.

4.3.2 Role of EA in the Capital Planning and Investment Control (CPIC) Process
4.3.2.1 Select


The Select process ensures the careful consideration of return, cost, and risk during the formulation of HUD’s IT investment portfolio.  It involves the activities by which initiatives are proposed by HUD organizations, evaluated against selection criteria defined by the HUD IT executive-level decision-making bodies, and included in the HUD IT investment portfolio.  The Select criteria include measures such as mission support, agency priorities, material deficiencies (or weaknesses), project risk, return on investment, project management controls, and conformance with the Department’s current and target EA. 

4.3.2.2 Control

The Control process ensures that HUD’s IT portfolio remains healthy and is performing as expected to meet the Department’s business objectives and goals.  It involves ongoing efforts to monitor, review, and correct, as necessary, the performance of the IT portfolio.  This is accomplished, primarily, by conducting quarterly control reviews.
  The objectives of the review are to measure project health (in terms of actual performance against baseline expectations for cost, schedule, risk, and return), identify projects that are performing below expectations, define and enforce corrective actions, and identify opportunities to reprogram HUD IT funding, as warranted.

4.3.2.3 Evaluation

The Evaluate sub-processes involve efforts to assess and improve the performance of HUD’s IT portfolio, specific projects, and the ITIM process itself.  IT investments in operation are evaluated to determine whether they should be retained, modified, replaced, or otherwise disposed.  Segment Target processes enable these efforts and tie into the enterprise-wide target architecture.

4.3.3 Integration of CPIC and EA
The need for an integrated EA/CPIC process is mandated by external policy and guidance and is reiterated in HUD’s own EA Policy.
The first step in designing an effectively integrated process is the identification of common information requirements.  A bi-directional approach (bottom-up, top-down) will be employed to identify common information requirements for the two processes.  An integrated process built on a common information foundation allows enterprise architects to leverage CPIC-specific capabilities and vice versa.  

Three high-level categories of shared information needs were identified to guide the top-down analysis:

· Architectural element and initiative description. Describes the elements of an EA (business, data, applications, technology, and stakeholders) and the initiatives in the CPIC portfolio (initiative name, application name, initiative description, and technology product)

· Time phase information. Encompasses all information necessary to track CPIC portfolios and EA planning periods through time (FY02 portfolio, development initiative, maintenance initiative, baseline architecture, and target architecture)

· Performance information. Encompasses all information necessary to define performance measures and track performance of IT projects, including the transition from baseline to target architectures (performance measure baseline, performance measure target, schedule milestones, and deliverables).

The CPIC and EA teams recognize the redundancies between the SDM documentation and EAMS and now require project managers to respond to a formatted Select questionnaire rather than the paper-intensive SDM documents.
4.3.4 Performance Measures
Under HUD’s existing performance measurement framework, project managers find it challenging to develop effective IT performance measures. Performance measures are not currently linked to the goals, objectives, and outcome and output indicators in the Annual Performance Plan (APP).  The role of IT in achieving HUD’s goals and objectives is not defined at the APP level.  The number and scope of performance measures per project are not correlated to the size of the investments.  The APP outcomes and outputs do not necessarily prove attainment of goals and objectives.

In HUD, most approaches to performance measurement apply the same process to all types of investments; however, different approaches are required for different types of investments, i.e., application, infrastructure, or nonsystem investments.  Recognizing the need to reengineer HUD’s IT performance measures, a performance measurement framework has been developed that links HUD’s EA with IT portfolio initiatives and the application.

APPENDIX A:  Glossary of Terms

	Glossary of Terms

	Application Layer
	A component of the enterprise architecture (EA) that defines the major applications used to manage the data and support the business of the Department of Housing and Urban Development (HUD).

	Application Reference Model (ARM)
	A component of the EA that provides a framework or taxonomy for modeling the application layer of the architecture.

	Architecture Drivers
	The external components of the EA that represent external stimuli, which cause the EA to change.

	Architectural Links
	Relationships between entities in the EA.  Links can be drawn within an architectural layer (e.g., business function to business process) or between architectural layers (e.g., business process to application).

	Architecture Repository
	An information system used to store and access architectural information and relationships among and within architectural layers.

	Baseline Architecture
	Represents the “as is” or current business and IT environment of the Department.  The baseline architecture includes the production environment for HUD’s applications and the supporting technology products and infrastructure.

	Business Layer
	A component of the EA that captures the functions performed in achieving the Department’s mission and goals.  The business layer is represented by a hierarchical arrangement of HUD’s business functions, processes, and activities.

	Cross-Cutting Factor
	Issue or concern that impacts or is present across multiple architectural layers.

	Data Layer
	A component of the EA that defines the types of information used in the performance of HUD’s business.  The data layer is represented by a hierarchical arrangement that decomposes data areas to data classes and data classes to data entities.

	Data Reference Model (DRM)
	A component of the EA that provides a framework or taxonomy for modeling the data layer of the architecture.

	Enterprise
	A single organization supporting a defined business scope and mission (e.g., HUD).  


	Enterprise Architecture (EA)
	The EA is an integrated model that represents the Department’s mission, the business functions performed in support of the mission, the information used by the business, and the technology environment supporting the business.  This information is a strategic asset that is used in decision-making at various management levels.

	Enterprise Architecture Management System (EAMS)
	The Web-enabled, automated repository that is used for analysis and tracking of the layers of HUD’s EA and relationships and dependencies among those layers.

	Enterprise Migration Strategy
	A departmental strategy that details the approach for transitioning from the baseline to the target EA.  

	Federal Enterprise Architecture Framework (FEAF)
	The Federal Enterprise Architecture Framework is an organizing mechanism, developed by the Federal CIO Council, for managing development, maintenance, and facilitated decision-making of a federal enterprise architecture.  The FEAF provides a structure for organizing federal resources and for describing and managing federal enterprise architecture activities.


	Information Technology Investment Management (ITIM)
	The integrated processes for selecting, controlling, and evaluating the Department’s IT portfolio.  ITIM is the primary transitional process to facilitate migration from baseline to target architecture.

	Migration Planning
	The process of defining the priorities and a high-level sequencing plan for transitioning the enterprise from the baseline to the target EA.

	Principles
	Statements that provide strategic direction to support accomplishment of the Department’s mission, guide investment and design decisions, and provide a common basis for enterprise and programmatic decision-making.

	Privacy
	An enterprise requirement to protect customers against wrongful disclosure of their personal and confidential information (Privacy Act of 1974).

	Reference Model
	A construct to describe and compare architecture components. It provides the standards or agreed upon component characteristics that ensure the components are properly described and addressed within an architecture.


	Security
	A framework through which an agency can address security assurance measures based on authentication, access control, confidentiality, integrity, availability, and nonrepudiation.  The security model is designed and implemented as a set of controls within the business, application, and technology layers.

	Stakeholder
	An organization or individual with a vested interest in the accomplishment of HUD’s mission.

	Standards
	A component of the EA, standards are a set of criteria (some of which may be mandatory), guidelines, and best practices. 

	Standards Profile
	A work product that inventories a subset of acceptable standards that apply to a given architecture environment (e.g., a Web-based system).

	Target EA
	Represents the desired future (to-be) state for the enterprise within the context of the strategic direction.  The target EA defines the future business hierarchy and the data, applications, and technologies needed to support future business needs.  

	Technology Layer
	The depiction of the technology environment for the enterprise showing actual hardware and systems software.

	Technology Drivers
	Change agents for the EA, including emerging technologies offering new solutions for business needs.  Technologies may provide the impetus for changes in the way the Department does business.

	Technical Reference Model (TRM)
	A component of the EA that provides a framework or taxonomy for modeling the technology layer of the architecture.

	Transitional Processes
	Processes that facilitate migration from the baseline to the target architecture. 


Appendix B:  EA Principles

	Business-Related Principles

	Single Enterprise

The Department of Housing and Urban Development (HUD) maintains a single enterprise architecture (EA).  Strategic planning, resource allocation, and IT investments will be optimized at the departmental level. 
	Rationale

HUD is mandated by the Clinger-Cohen Act and by Office of Management and Budget (OMB) Circular A-130 to develop and enforce a single EA.

Implications

· Data, applications, and infrastructure are assets and resources of the entire enterprise and are managed corporately.

	Alignment with HUD’s Strategic Plan

HUD’s EA will be consistent with departmental strategic plans, goals, and objectives.
	Rationale

The interim and target architectures have the most value when they are closely aligned with HUD’s strategic plans and executive-level direction.

Implications

· HUD’s strategic plans, goals, and objectives will be used in developing key components of the EA business vision and architecture components.

	ITIM Process

HUD’s EA will drive the ITIM process to evaluate and improve investments in information systems.
	Rationale

An enterprise architecture coupled with a structured investment management process will ensure that HUD’s investments support the Department’s business objectives and provide reasonable returns on investments.

Implications

· The identification, selection, and delivery of information services are functions of one process composed of interlocking subprocesses and supporting systems.

	Core Business Operations

HUD’s EA is designed around its core business operations. 
	Rationale

Core business operations are relatively stable.  Policies and organizational structures change as necessary.

Implications

· EA is business driven.  Senior program officials identify priorities for the EA team.

· New systems will be designed to be flexible enough to evolve with changing business, functional, and technological requirements.

	Enterprise Solutions

HUD’s EA encourages the development of enterprise solutions to support common business functions. 
	Rationale

Enterprise solutions are an efficient way to provide required IT capabilities to multiple functional areas. Enterprise-wide solutions provide economies of scale for the Department and eliminate redundancy.

Implications

· Requirements must reflect the needs of all affected business elements.

	Enterprise Standards

HUD’s IT environment will be based on enterprise standards to ensure portability of systems and stability of the environment.
	Rationale

An open-systems, standards-based environment facilitates the implementation of common applications, supports interoperability, and encourages resource sharing.  Standard products, components, and interfaces reduce the complexity of the IT environment.

Implications

· The EA practice will facilitate the development and maintenance of standards by technical domains.

· EA governance will be used to approve and enforce the standards.

· HUD’s IT service standards in architectural components must follow industry standards available in vendor products.

	Information as an Enterprise Asset

Information is an enterprise asset, leveraged across the information value chain to improve performance, support decision-making, and enable accurate reporting. 
	Rationale

Information must be shared to maximize the effectiveness of business decision-making throughout the enterprise and beyond to external partners (extended value chains).

Implications

· Authoritative sources of information and data must be identified.

· Program areas must provide corporate access to specified data/information.

· Data may need to be restructured for easy access and management.

	Best Technology

HUD’s EA seeks to employ current technologies in creating solutions for its stakeholders. 
	Rationale

The use of best available technology eliminates obsolete, nonserviceable systems and improves the overall quality and efficiency of information processing and delivery.  Obsolete technology diminishes the ability of information systems to respond quickly to changing business needs.

	Reduce Complexity

HUD’s EA seeks to reduce complexity.
	Rationale

EA seeks to standardize functionality and improve performance, reducing the number of systems and the complexity of the architecture.  Standardization and the resulting reduction in products minimize costs and simplify workforce training to meet current and future business requirements.
Implications

A reduced number of vendors, products, and configurations in the environment.

Configuration discipline must be exercised. 

	Reuse

Reuse must be a design consideration for all EA components.
	Rationale

Reusable components provide opportunities to reduce IT development costs and development time.  Reusable components leverage investments in existing IT systems.

Implications

· The EA practice will establish standards and guidelines for developing reusable system components.

	Security

Security must be designed into all architectural layers, providing confidentiality, integrity, and availability. 
	Rationale

HUD must safeguard confidential information to enhance public trust.  Several federal laws establish security requirements, such as the Privacy Act of 1974, GISRA, and OMB A-11 (App.III), with which HUD must comply.  Considering security implications at the outset improves cost management.

 Implications 

· Security management cannot exist separate from overall system management.

	E-Government

HUD will maximize the use of electronic commerce and Internet technologies aligned with governmentwide initiatives to meet stakeholder expectations.
	Rationale

The Internet should be leveraged to enhance the delivery of services.  

	Enterprise-wide Access

Geographic location will not constrain access to information and applications.
	Rationale

HUD’s programs require management and participation from staff that are geographically dispersed.  Direct contact with business partners and customers requires maximum access throughout the enterprise.


Compliance Status

EA Compliance with the Practical Guide to Enterprise Architecture

	Key:  4 = Sufficient to Comply with Practical Guide

          3 = More Could be Done

          2 = Barely Addresses the Issue

          Not= Issue Has Not Been Addressed to Date

	EA Development Requirements – Practical Guide
	Framework
	Policy
	Charters
	Principles
	EAMS
	Baseline Architecture
	Completed

	1 Establish and Document EA Principles
	4
	
	
	4
	
	
	

	Principles for EA Process
	4
	
	
	4
	
	
	

	Principles for EA Implementation
	4
	
	
	4
	
	
	

	Resemble Principles from Practical Guide
	4
	
	
	4
	
	
	

	Used as a guide for EA Program
	4
	
	
	4
	
	
	

	2 Obtain Executive Buy-In and Support
	
	
	
	
	
	
	4

	2.1 Ensure Agency Head Buy-In and Support
	
	
	
	
	
	
	4

	2.2 Issue and Executive Enterprise Architecture Policy
	4
	4
	
	
	
	
	

	Approved by the Agency Head?
	
	4
	
	
	
	
	

	Desc. Of Purpose and Value of an EA
	4
	4
	
	
	
	
	

	Desc. Of rel of EA to the Agency’s Strat Vision and Plans
	4
	4
	
	
	
	
	

	Desc. Of rel of EA to cap planning, ent. Eng., and program mgmt
	4
	4
	
	
	
	
	

	Translation of bus strats into EA goals, objectives, and strats
	4
	4
	
	
	
	
	

	Commitment to develop, implement, and maintain an EA
	4
	4
	
	
	
	
	

	Identification of EA compliance as one criterion for investments
	4
	4
	
	
	
	
	

	Overview of an enforcement policy
	4
	4
	
	
	
	
	

	Security practices to include certification and accreditation
	4
	4
	
	
	
	
	

	Appointment of the Chief Architect and estab. Of an EA core team
	
	4
	
	
	
	
	

	Estab. Of the EA Program Mgmt Office (EAPMO)
	
	4
	
	
	
	
	

	Estab of the EA Executive Steering Committee (EAESC)
	
	4
	
	
	
	
	

	2.3 Obtain Support from Senior Business Units
	
	
	
	
	
	
	4

	3 Establish Management Structure and Control
	
	
	
	
	
	
	

	3.1 Establish a Technical Review Committee
	
	
	
	
	
	
	4

	3.2 Establish a Capital Investment Council
	
	
	
	
	
	
	4

	3.3 Establish an EAESC
	
	
	
	
	
	
	

	3.4 Appoint Chief Architect
	
	
	
	
	
	
	4

	3.5 Establish an EAPMO
	
	
	
	
	
	
	4

	Chief Architect
	
	
	
	
	
	
	4

	Senior Architecture Consultant
	
	
	
	
	
	
	4

	Business Architect
	
	
	
	
	
	
	4

	Applications Architect
	
	
	
	
	
	
	4

	Information Architect
	
	
	
	
	
	
	4

	Technology Architect
	
	
	
	
	
	
	4

	Security Systems Architect
	
	
	
	
	
	
	NOT

	Technical Writer
	
	
	
	
	
	
	NOT

	Quality Assurance
	
	
	
	
	
	
	NOT

	Risk Management
	
	
	
	
	
	
	NOT

	Configuration Control
	
	
	
	
	
	
	NOT

	3.6 Appoint Key Personnel
	
	
	
	
	
	
	4

	3.7 Establish EA Core Team
	
	
	
	
	
	
	4

	4 Define EA Program Activities and Products
	4
	
	
	
	
	
	4

	4.1 Develop EA Marketing Strategy and Comm Plan
	4
	
	
	
	
	
	

	4.2 Develop EA Program Mgmt Plan
	4
	4
	
	
	
	
	

	5 Define and Architecture Process and Approach
	4
	
	
	
	
	
	

	5.1 Define Intended Use of Architecture
	3
	
	
	4
	
	4
	

	5.2 Define the Scope of the Architecture
	3
	
	
	
	
	4
	

	5.3 Determine Depth of Architecture
	3
	
	
	
	
	4
	

	5.4 Select Appropriate EA Products
	3
	
	
	
	4
	
	

	Products  Should represent business of HUD
	3
	
	
	
	
	
	

	Products should represent technical assets of HUD
	3
	
	
	
	
	
	

	6 Evaluate and Select a Framework
	4
	
	
	
	4
	4
	

	FEAF, C4ISR, TEAF, etc.
	4
	
	
	
	4
	4
	

	Reflective of Policy?
	4
	
	
	
	
	
	

	Reflective of Enterprise (HUD)?
	4
	
	
	
	
	
	

	Includes appropriate products?
	4
	
	
	
	
	
	

	7 Select an EA Toolset
	4
	4
	
	
	4
	4
	

	8 Develop Baseline Enterprise Architecture
	4
	
	
	
	4
	4
	

	9 Develop Target Enterprise Architecture
	3
	
	
	
	
	
	

	10 Develop the Sequencing Plan
	3
	
	
	
	
	
	

	11 Use the Enterprise Architecture
	3
	
	
	
	
	
	4

	11.1 Integrate the EA with CPIC and SDLC Process
	3
	3
	
	
	4
	
	

	11.1.1 Train Personnel
	3
	
	
	
	
	
	

	11.1.2 Define Competence and Consequences
	3
	
	
	
	
	
	

	11.1.3 Set Up Integrated Reviews
	3
	
	
	
	
	
	

	11.2 Execute the Integrated Process
	3
	2
	
	
	4
	
	

	11.2.1 Initiate New and Follow-on Projects
	3
	
	
	
	
	
	

	11.2.2 Execute the Projects
	3
	
	
	
	
	
	

	11.2.3 Complete the Project
	3
	
	
	
	
	
	

	12 Maintain the Enterprise Architecture
	4
	3
	
	
	4
	
	

	12.1 Maintain the EA as the Enterprise Evolves
	4
	3
	
	
	
	
	

	12.2 Consider Proposals to EA Modifications
	4
	3
	
	
	
	
	

	13 Control and Oversee the EA Program
	4
	
	
	
	
	
	

	13.1 Apply Oversight Management
	4
	
	
	
	
	
	

	Change Control
	4
	
	
	
	
	
	

	Configuration Control
	4
	
	
	
	
	
	

	13.2 Maintain Quality throughout EA Process
	4
	
	
	
	
	
	

	13.3 Ensure Continuous Improvement
	4
	
	
	
	
	
	





� A standards profile is a description of the technology environment in terms of its standards.


� A separate document, the HUD Reference Models, details the DRM and ARM.


� An OMB memorandum, M-01-08, entitled Guidance on Implementing the Government Information Security Reform Act, directs the agency CIO to ensure that agency security programs integrate fully into the EA and the capital planning process.


� A PIA is a plan to build privacy protection into new information systems based on data protection needs.








� The EAMS allows for generation and storage of personal architectures to conduct what-if-scenarios.


� For information on the ITIM process, refer to the HUD ITIM Process document. 


� In addition to the quarterly control reviews, project managers monitor their projects on a more frequent (daily, weekly, monthly) basis.  The frequency of the review depends upon the size, scope, and complexity of the project as well as on the associated risks and potential impacts.


� Chief Information Officers Council, Federal Enterprise Architecture Framework, version 1.1, September 1999.
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